Why Should I Accept The SIG?

More than 500 organizations and partners license the Standardized Information Gathering (SIG) Questionnaire for security due diligence with tens of thousands of clients and vendors who accept the SIG as the industry-standard.

The SIG is vetted by industry leaders to satisfy diligence requirements for any level of risk a business needs to assess. Designed for assessing service providers managing sensitive or regulated information, the SIG is also meant for systems and services whose availability is highly critical to business operations.

Based on relevant industry standards, frameworks, and regulations, the SIG provides a deep level of understanding about how a service provider secures information and services.

### Scalable Savings

Accepting Service Provider SIG responses promotes efficiency and timeliness:

**Without SIG**
- 50 assessments
- x 8 hours each
- x $50/hour
- $20,000

**With SIG**
- 50 assessments
- x 2 hours each
- x $50/hour
- $5,000

*For illustration only, results vary*

---

**OUTSOURCER EFFICIENCIES**

An Outsourcer can create an output report based on conflict between their Ideal Response Key and the Vendor's response.

**VETTED BY ALL FACETS OF TPRM**

Service Providers, Outsourcers, Assessment Firms, and Vendor Risk Management Platforms all contribute to create the depth and breadth of the SIG Content Library.

**SIG+SCA**

The Shared Assessments Standardized Control Assessment (SCA) Procedures verify risk control through attestation of SIG responses.

---

Learn More: www.sharedassessments.org/sig
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Today, our members and risk professionals span all major industry verticals, including energy, government, healthcare, information technology, manufacturing, and retail.

Third-party risk management is a relationship business. Our greater community is essential to what we do. Our focus continues to be working together to create a more secure and resilient world.